Job Aid For

CLEC PROFILE ADMINISTRATION APPLICATION

1. Logon to https://www.e-access.att.com/intra4/clec_profile/admin/
2. You will be taken to the CLEC Profile Administration Home Page. The options available to the user are: List Users and Add A User.
a. TO LIST USERS

1. Click on the List Users link on either the left side navigation or in the body of the home page.

2. The screen will list the users associated with the CLEC, displaying their Login Name, User Name, Email Address and Access Level. The screen also has action items for each of the users; they are Update, Delete and Reset Password. NOTE: There is no option to delete the one user designated as “Admin”. Please contact the ISCALL CENTER for changes in access level for the Admin account.
b. TO UPDATE A USER

1. On the List Users page, click on the “Update” link (in the ACTION column) next to the user account that you would like to update.

2. Edit any of the information in the form boxes, including the user level.

3. If “Profiles That This User Can Access” is displayed to the user, then the user must select at least one of the profiles by clicking the checkbox next to the name of the profile(s) they want assigned to the user. 
4. Press “Submit” at the bottom of the form.
5. After the system has saved your changes, you will receive a message stating that The record has been successfully updated.
c. TO ADD A USER

1. Click on the “Add A User” link on either the left side navigation or in the body of the home page.

2. Complete the following form fields: Login Name, First Name, Last Name, Access Level (for an explanation of access levels, please see the appendix of this Job Aid), Email Address and Phone Number. NOTE: The user id should be made up, and can be anything specific to the user. It is recommended to be something that the user can remember easily. Also, there are no two like user ids allowed in our database at the same time. The system will alert you if you have chosen a user id already taken by another user. Press the “back” button on your browser to choose another user id. In addition, the email address should be the user’s email address. It is to this address that the user’s password will be emailed.
3. If “Profiles That This User Can Access” is displayed to the user, then the user must select a minimum of one of the profiles by clicking the checkbox next to the name of the profile(s) they want assigned to the user. 

4. Press “Submit” at the bottom of the form.

5. After the system has saved your changes, you will receive a message stating that The record has been successfully updated.
d. TO DELETE A USER

1. At the List Users screen, click the “Delete” link (in the ACTION column) next to the user account that you would like to delete.

2. Click Yes

3. You will be returned to the List Users screen.

e. TO RESET A USER’S PASSWORD

1. At the List Users screen, click the “Reset” link (in the ACTION column) next to the user account whose password you’d like to reset.

2. The user will be taken to a screen where they will click on the “reset Password” link.

3. The password will be automatically reset and sent to the user at the email address specified on the account.

APPENDIX

CLEC PROFILE ACCESS LEVEL DESCRIPTIONS

· Administrator (admin) – ability to create, modify, and delete user accounts; reset passwords, allow/disallow permissions to sections of the website to which this account has already been assigned by the Is Call Center; and act as normal user. The Administrator will also be able to update the Profile.

(1 allowed per company)

· Admin Delegate (delegate) – will assume same privileges as Administrator and act as normal user. Admin Delegate will not have the ability to create, modify or delete the Company Administrator’s account. Admin Delegates will have the ability to reset other Admin Delegate passwords as well as create, modify and delete other Admin Delegate accounts. The Admin Delegate will also be able to update the Profile.

(5 allowed per company)

· User – normal company activities, no administrative privileges but can reset their own password. The User has read-only access to the Profile.

(unlimited per company)

