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Description

Customer Location Alternate Routing is an Advanced Intelligent Network based call forwarding service that serves as a disaster recovery system or load balancing system product that will redirect calls if an end user location becomes inaccessible. CLAR reroutes calls to a different location when the end user's location shuts down.
Aliases  

· AR       

· CLAR       

Availability  

· Only in 5ESS, DMS100, and EWSD digital central offices equipped with Signaling System 7 (SS7) and AIN software 
· To the following end users where facilities and equipment permit 
· PBX       

· Basic Exchange Business        

· Centrex   

· ISDN (voice channel can be routed to a voice line) 
· Direct        

· Prime
Restrictions/Limitations

· If the central office is a DMS 100, the customer cannot reroute 800/888 calls.

· Not available on Remote Call Forwarding Service.

· CLAR will not reroute calls in the event of a CO failure.

· CLAR cannot be sold as a substitute for Frame Due Time or other situations involving analog to digital conversions in an attempt to prevent an out of service condition.

· Effective February 11, 2002, CLAR is not available on Foreign Exchange (FX) and/or Foreign Central Office (FCO) lines or trunks.

· ISDN Circuit Switched Data and D-Channel Packet cannot be rerouted.
· The forward to telephone number used in a contingency plan should not be a protected telephone number within the same plan. This is to prevent an infinite loop from resulting when the plan is activated and the protected number is dialed.
· Due to network capacity and capability limitations, some blocking of calls in the network may occur; therefore, all incoming calls may not be routed and terminated to the alternate site.        

· Protected number must be re-routed to numbers that have no termination restrictions.       

· The end user's central office must be a Service Switching Point (SSP) with at least AIN 0.1 functionality.       

· The CLEC and/or end user cannot use touch tone phone access to create, remove or modify plans.       

· The CLEC must contact the AT&T Service Manager to add or remove telephone numbers from the list of protected numbers.       

· Only one contingency plan can be active at a time per subscription.       

· It is possible that an end user may activate a plan that re-routes a call to a forward to number provisioned with switch based call forwarding which might forward the call back to the original telephone number dialed.
· IntraLATA traffic will be routed using AT&T as the carrier.       

· Any type of private facility that the switch does not have access to cannot be utilized for CLAR end users who have PBX service.
· End users served from the same DMS office that is used for their Terminating Attempt Trigger announcement cannot call their TAT numbers from a Nortel Attendant Console.
· CLAR is available with DID service as long as the protected telephone numbers, normally pointed to the DID trunk groups, are forwarded to another telephone number.  

· CLAR is not compatible with Station Message Detail Recording (SMDR) or Detail Reporting Service (DRS).
How to Use the Product  

· End user defines one or more contingency plans that tell AT&T network how to reroute calls.       

· The end user can define up to a maximum of ten (10) different plans.        

· Each plan can protect a maximum of 10,000 telephone numbers.        

· The different contingency plans will be stored in a database on AT&T network called the SCP.        

· A plan lists the protected telephone numbers and where to route each number. End users may choose to route a percentage of their incoming calls to a secondary location (for example, route 40% of incoming calls to Headquarters). This helps control the volume of calls so the primary site doesn't get flooded with more calls than it can handle.        

· When a problem strikes, any authorized user can activate the contingency plan from their terminal or any touch tone phone. The new routing plan is implemented within 60 seconds.        

· CLAR simplifies the implementation process by allowing the end user to activate a contingency plan containing the forward to information rather than activating the call forwarding feature on a line by line basis.        

· End users can activate a plan at any time 24 hours a day, seven days a week.        

· Although end users can define as many as 10 plans, only one plan can be active at any one time.        

· End users can request a single lead number be protected such as in a multi-line hunt group, but they will be billed for all lines in the multiline hunt group.        

· Multiple paths for simultaneous conversations will be billed per path such as in the case of an ISDN prime line or a PBX trunk or multipath call forwarding or Centrex calls.        

· All incoming calls to the end user are routed either directly to their central office or to their central office via the access tandem.        

· Once the call reaches their central office, call processing is temporarily suspended (for fractions of a second) for lines provisioned with this service.       

· The end user's central office receives routing instructions from a centralized database known as the Service Control Point (SCP).        

· If the end user's primary location is inaccessible, the call would be re-routed in accordance with the end user's active contingency plan.        

· The routing information associated with the end user's plan contains:  

· the forward to telephone number associated with telephone numbers protected by the service       

· the preferred InterLATA carrier       

· transport facilities (e.g. tie-lines, WATS etc.)
Reports  

The Plan Summary Report shows 
· a numeric order list of the contingency plans       

· a description of each plan        

· the percent of calls to be forwarded        

· the selected carrier        

· active/inactive status of all plans
The Plan Detail Report for a selected plan shows 
· a numeric order list of the contingency plans       

· the forward to number for each protected number        

· the private transport facility identification
· digits to be outpulsed when Private Facilities are designated
The Single Number Report for a selected telephone shows 
· a list of the contingency plans 
· a list of protected numbers      

· forward to numbers that are applicable to a single protected number
The Protected Telephone Number List shows a list of all telephone numbers the end user chose to protect
Ordering 

CLECs will contact their Account Manager or Service Manager when an end user wants to order Alternative Routing.       

New Request  

End User Negotiations

Up-front end user negotiations prior to completing the paper Provisioning Forms and issuing the service request should take place. Items to consider should include:
· Where should calls be routed       

· What numbers should be protected       

· Should lines be added at locations       

· If there is only one location that can handle calls, is there a colleague or service bureau that can take rerouted calls       

· Who will be authorized to choose and activate the plan       

· How will those employees be trained on what to do       

· What happens when an employee must transition in and out of the job       

· Who will notify the other office when it will be receiving rerouted calls
CLEC Personnel

· Performs all end user contact.       

· Determines what numbers to be used       

· Existing Number (must be in an AIN office)       

· New Number Assigned (must be in an AIN office)       

· Determines how the end user will provide routing information.       

· Determines end user want date.       

· Obtains information for security access.       

· Notifies end user when network is ready and of the negotiated due date.       

· Arranges to have service tested before turning over to the end user.       

· Negotiates service with the end user.       

· Provides the LSC (Local Service Center) with LSR order request and service provisioning forms.       

· Obtains from end user which carrier to be used when alternative routing to interLATA Telephone Number.       

· Obtains a number from the end user to be used as part of the test script.
AT&T Personnel

· Provide translations needed to equip the TNs with the service.       

· Provide PIN (Personal Identification Number) for touch-tone access to the SMS and TAT (Terminating Attempt Trigger) access to the SCP.       

· Provide CLEC with end user SMS logon ID and password for access to the SMS when end user does not have ServiceMate.       

· If requested, will use one of the end user’s plans to build a plan for test purposes only.       

· Provision the Lines that the end user decides to protect. The protected numbers must be identified as CLAR.       

· Ensures download of SMS data into the AIN SCP.       

· Will stabilize the network in the event of an outage.       

· Determine if an outage affects any NSAR end users and whether or not pre-plans should be activated.       

· Will notify CLEC and Account Manager with a decision regarding accessing or implementing pre-plans.
Subsequent Activity

· All end user negotiations will be handled by the CLEC.       

· Use the CLAR Provisioning Forms and LSR to indicate a modification to an existing service.
Disconnection of Lines

· When disconnecting service, use the CLAR Provisioning Forms and indicate disconnection of the service.
· Submit service request on manual LSR through LEX or EDI.
Due Dates  

All due date intervals for both new and subsequent order activity must be negotiated.
USOCs 

Refer to USOC Search Tool for USOC/FID information.  

Note:  This product does not have specific FIDs required. See base product document (i.e. Centrex, ISDN Prime, etc) for FID requirements.
This product does not have specific NC or NCI codes. See the base product document (i.e., Centrex, ISDN Prime, etc) for NC/NCI requirements.

Miscellaneous Ordering Procedures

· The LSR product form is determined by the base type of service that CLAR is being ordered for (i.e., Centrex, POTs, ISDN, Prime, etc).            

· The TOS field on the LSR is populated based on the base type of service that CLAR is being ordered for.            

· Provisioning Forms are required in addition to the LSR forms or electronic order.            

· Contact your Service Manager before submitting the LSR.
CLAR Order Form, as well as the Order Form Instructions, can be found in Forms & Exhibits-Complex Resale & Administrative Forms sections.     

    

Billing    

Charges for CLAR are in addition to the charges and rates for any other services required to furnish a communications system.
Usage Billing  

Charged per protected telephone number.
Minimum Billing/Termination  

· Term contracts are available in all states except Illinois.  A separate contract, per Billing Telephone Number, is required.

· Effective September 15, 2009, will no longer offer Term rates will no longer be offered for CLAR.  Month to Month rates will continue to be available.  Current end users subscribing to CLAR under term agreement will be able to remain on their existing services until the term expires.
· End users that terminate their service before the term expiration will incur termination charges.
· Termination charges will not apply if end user converts to another term plan similar or greater in duration to the original term plan.
Troubleshooting             

· Either the calling party or the telecommunications carrier may refer trouble reports for CLAR to AT&T.       

· Trouble reports for CLAR by the calling party will be received into the Consumer Repair center and subsequently referred to the LOC (Local Operations Center) repair or maintenance desk.
· The LOC will act as the central repair reporting point for the telecommunications carrier for trouble reports associated with their end user's service and for the telecommunications carrier's SecureID Card.       

· Existing LOC repair reporting procedures and escalation methods will apply.    

· The CLEC is responsible for identifying, with their end user, the nature of the problem and providing that information to the LOC. 
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